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Purpose of the document

The purpose of this document is to show TWN4 readers configuration for different BLE and NFC
credentials using the AppBlaster.exe tool. The document will cover the configuration for BLE Apps
“Mobile Badge BLE NFC”, “KleverKey” and “Safetrust” and NFC solutions Apple (VAS) and Google
Pay Smart Tap.

The “TWN4 MultiTech” in this document is used to represent all the TWN4 multi technology readers
and “TWN4 MultiTech BLE” is used to represent all the TWN4 multi technology readers with BLE
capability. The procedures also apply to other TWN4 readers that do not contain MultiTech in its name,
like TWN4 Palon, TWN4 Slim, TWN4 USB Front Reader, etc.

TWN4 Firmware requirements

The requirement for the functionality provided in the document is TWN4DevPack402 or later for Mobile
Badge BLE NFC and Safetrust or TWN4DevPack405 or later for Kleverkey. Apple VAS and Google Pay
Smart Tap solutions are supported starting from TWN4DevPack405 as well. The download link is
available from Elatec on request (support-rfid@elatec.com).
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Mobile Badge BLE NFC

Function

The function of the app is to send a unique ID to an Elatec “TWN4 MultiTech BLE” reader. The function is realized by connecting
automatically to readers in the proximity of the mobile device. The app utilizes two communication technologies: Bluetooth Low Energy
(BLE) on Android and iOS and additionally NFC on Android. The distance between the mobile phone and the Elatec reader acts as a
"trigger" for transferring the ID to the Elatec reader. This allows users to have card-like user experience. When using BLE

communication the distance threshold can be adjusted by the user on its individual mobile phone.

TWN4 Configuration — Mode BLE

The AppBlaster.exe is a simple tool for configuring “TWN4 MultiTech” readers to read various technologies (RFID LF & HF, NFC and

BLE). It allows users to configure “TWN4 MultiTech” readers with simple but powerful interactive configuration.

The first step in configuring “TWN4 MultiTech BLE” readers to support “Mobile Badge BLE NFC” credentials is to ensure that the BLE
Module on the reader is running the appropriate firmware. The latest version TWN4-BGM1XX-Elatec (BT1.07EL).gbl is pre-loaded in
Elatec’s facilities prior shipping to all standard “TWN4 MultiTech BLE” articles.

To program the BLE Module firmware and configure the reader to support “Mobile Badge BLE NFC”, one can follow the steps below.

1. Open AppBlaster and under “Tools” select “Setup TWN4 for Mobile Badge BLE NFC”

Project

J AppBlaster v4.05.04 — X

Tools

Manage TWHN4 Device Security
Program Firmware of BLE Module

Setup TWN4 for Safetrust
Setup TWN4 for KleverKey

Setup TWN4 for Mobile Badge BLE NFC

Configurable
Project

Source Code
Project
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2. The current firmware running on the BLE Module will be checked in the process and the module will be reprogramed only if
the firmware doesn’t match the selected setup. The AppBlaster messages window will display the current firmware for the
verification. In case reprogramming is necessary the process may take up to 1 minute.

¥ Setup TWN4 for Mobile Badge BLE NFC - m| *

/" Settings

Setup TWN4
Pleasze follow these steps:

(1) Connect TWN4 to this PC

(2) Setup proper host interface (USB or R5232) via the dialog " Settings”

(3) Ensure, that CDC drivers for TWN4 are installed.

(4) Cick button "Start™

(5) AppBlaster is installing appropriate BLE fimware for operation of
Mobile Badge BLE MFC.

Please note:
Once process has been completed successfully, a configuration must be created
for the specific application.
Start
Mm!
Starting boot loadsr: CK ~

Connecting... OK

Checksum of image: OK

Check compatibility: OE
Programming Firmware: OE
Programming Rpp: OF

Searching device: OK

Establishing connection: OF
Contacting module: OK

Current BLE firmware: ETIL.07EL (OE)

Process was finished successfulli.
W

< >

3. Return to the main AppBlaster window and start a new project with “Configurable Project” button. Under Transponder Types
-> Solutions select “Mobile Badge BLE NFC (BLE Mode)”

¥ Configurable Project - [m] x
a Save {é“"“' Create Image é Program Image , Settings:
Action kems Transponder Types
i Application Template Add Transponder Type
i~ Transpendsr Types .
|- Prefic/Feld Deimter/Sufix ey =
| e Al Apple (VAS)
-~ Behavior/Signaling Al LF (125kH2/134 2Hz) Google Pay Smart Tap
-~ Options Al HF (13.56MHz) Safetrst
- Security 1507144434 eve
L Version Infomation 150144438 Mobile Badge BLE NFC (Mode BLE)
15015693 Mobile Badge BLE NEC (Mode NFC)
MIFARE
LEGIC
HID
HCE (Host Card Emulation)
BLE (Bluatooth Low
Add
Active Transponder Types
Search Order:
Remove
Messages
Searching foz available templases:
File "TWN4_NCz405_OSDPL20_Nanc_CDC_OSDP.abt": OK
File "TWN4_xCxd05_STD204_Multi_ CDC_Standard.abt”: OF
File "TWN4 xFx405 STD204 Multi Keyboard Standard.abt”: OK
< >
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4. Using “Create Image” for compiling a new firmware image and “Program Image” button for loading it on the reader, the process
of configuration is finished. The reader now supports the BLE Mode of “Mobile Badge BLE NFC” Android and iOS Apps.

J Configurable Project - O X
G Save ié“'.“' Create Image é Program Image /‘ Settings
Action tems Transponder Types
i Application Template Add Transponder Type
i~ Transponder Types .
I+ Prefuc/Field Deimier/ Suffic cotegory: Tape:
| e Al Aople (VAS)
-~ Behanior/Signaling Al LF (125kH2/134 2Hz) Google Pay Smart Tap
- Options AllHF (13 56MHz) Safetrust
i Securty 1S0144434 Qeve
L. Version Information 150144438 Mobile Badge BLE NFC (Mode BLE)
15015693 Mobile Badge BLE NFC (Mode NFC)
MIFARE
LEGIC
HID

HCE (Host Card Emulation)
BLE (Bluetooth Low

Add
Active Transponder Types
Search Order:
Remave
Messages
Connecting... OK

Bootloader: V1.02 (TWH4 Nano)

Firmsare before programming: TWHA Mano, V4.08, CDC
Checksum of image: OK

Check compatibility: O

Programming Firsware: O

Programming App: OK

Firmware after programming: IWN4 Nano, V4.05, HKeyboard
Restarting: OK

Done .

- ______________________________________M
<

TWN4 Configuration — Mode NFC

The “TWN4 MultiTech” readers can support NFC of “Mobile Badge BLE NFC” App additional or separate to BLE Mode. The process
includes only steps 3 and 4 (steps 1 and 2 do not apply in case of NFC Mode) from the previous paragraph. The only difference is in
step 3 where “Mobile Badge BLE NFC (NFC Mode)” has to be selected instead.

J Configurable Project - ] X
q Save ié""“' Create Image é Program Image ’ Settings
Action tems Transponder Types
i+ Application Template Add Transponder Type
i~ Transponder Types .
| Prefuc/Fieldt Disimer/Suffix oo e
N sor/Signaling Al Apple (VAS)
[ Behavior All LF (125kHz/134.2kHz) Google Pay Smart Tap
- Options All HF (13.56MHz) Safetrust
i~ Securty 150144434
L. Versio 150144428
n infomaton 15015693
MIFARE
LEGIC
HID

HCE (Host Card Emulation)
BLE (Bluetooth Low

Add
Active Transponder Types
Search Order:
Remove
Messages
Connecting... CK

Booctloader: V1.02 (TWH4 Nanc)

Firmsare before programming: TWM4 Wano, V.05, Feyboazd
Checksum of image: O

Check compatibility: O

Programming Firmware: OK

Programming App: O

Firmware after programming: TWN4 Mano, V4.05, Keyboard
Restarting: OF

Done .
I
<
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KleverKey

Function

KleverKey is a Software-as-a-Service product and turns smartphones into virtual keys. It adds mobile credential functionality to “T\WN4
MultiTech BLE” readers with ease. KleverKey is fully integrated into the ELATEC DevPack structure and configuration is as simple as
adding a standard RFID tag. As an administrator, you can manage permissions easily by using the KleverKey portal or the KleverKey
smartphone App. As a user, you can use your smartphone to securely release your print job, open doors, unlock cabinets, etc. No
more need to carry a physical badge with you.

Every reader is a separate lock with its own key. Each lock contains LockID and LockPIN used for assigning the lock to a user or group
of users. Only the users with permission to use a lock are able to authenticate to it.

More information is available on the following links:

e Register as new user: https://vimeo.com/395733861
o Add new admin: https://vimeo.com/394220088
e Grant permission: https://vimeo.com/386261799

TWN4 Configuration

The first step in configuring “TWN4 MultiTech BLE” readers to support “KleverKey” is to confirm the BLE Module on the reader is
running the appropriate firmware. The latest version TWN4-BGM1XX-KleverKey (BT1.07KK).gbl is included in any DevPack4.05 or
later.

To program the BLE Module firmware and configure the reader to support “KleverKey”, one can follow the steps below.

1. Open AppBlaster and under “Tools” select “Setup TWN4 for KleverKey”

J AppBlaster v4.05.02 - *

Project | Tools

Manage TWM4 Device Security

Program Firmware of BLE Medule

Upgrade TWN4

Setup TWN4 for Safetrust
Setup TWN4 for KleverKey
Setup TWN4 for Mobile Badge BLE MFC

Configurable
Project

Source Code
Project
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2. New dialog will display the “Start” button used for setting the BLE Module firmware for “KleverKey”. The current firmware
running on the BLE Module will be checked in the process and the module will be reprogramed only if the firmware doesn’t
match the selected setup. The AppBlaster messages window will display the current firmware for the verification. In the setup
process the AppBlaster needs to communicate with KleverKey server for the reader registration. The internet connection is
necessary for successful operation. Once setup process is finished, the LocklD and LockPIN will be displayed in the
AppBlaster and saved in KleverKeyLog.txt created in the same folder from which the AppBlaster is running. In case
reprogramming is necessary the process may take up to 2 minutes.

§ Setup TWN4 for KleverKey - O X
, Settings
Setup TWN4
Please follow these steps: A

(1) Connect TWN4 to this PC

(2) Setup proper host interfface (USB or RS232) via the dialog "Settings”

(3) Ensure, that CDC drivers for TWN4 are installed.

(4) Ciick button “Start”

(5) AppBlaster is installing appropriate BLE fimware plus sending programming
information to KleverKey server

(6) Once process has been completed. goto KleverKey website and use lock 1D
and PIN to add this device to the list of available locks.

Notes:

All lock 1Ds and PINs are also logged in the file KleverKeyLog txt in the top folder of the

development pack

Once process has been completed successfully, a configuration must be created for the

specific application.

Messages

BLE firmware after programming: BT1.07KK ~

Production data:
Date: 25.02.2021 1€:43:2%
LockName: ELATEC READER
LockID: 08€BD78EFE3C0003
LockPIN: 12043817

Logging data to file KleverKeylog.txt: COK
Transfering data to server: OK

Process was finished successfully.
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3. Return to the main AppBlaster window and start a new project with “Configurable Project” button. Under Transponder Types
-> Solutions select “KleverKey”

J Configurable Project - [m] X
G Save é’:’ Create Image é Program Image /‘ Settings
Action tems Transponder Types

i Application Template Add Transponder Type

i~ Transponder Types .

| Prefu/Feid Deimter/Suffx e =

L Behavior/Signaling A Peple (VAS)

Al LF (125xHz/134. 2Hz) Google Pay Smart Tap

i Opbons Al HF (13.56MHz) Safetrust

i Securty 150144434 KeverKey

L Viersion Infamation 150144438 Mobile Badge BLE NFC (Mode BLE)

15015693 Mobile Badge BLE NFC (Mode NFC)
MIFARE
LEGIC
HID
HCE (Host Card Emulation)
ELE (Bl
Add
Active Transponder Types
Search Order:
Remove

Messages
Searching for available templates:
File "TWN4_WCxd405_OSDP120_Wano_CDC_OSDP.abt": OK
File "TWN4_xCx405_STD204_Mulsi_CDC_Standard.abs®: OE
File "TWH4 xFx405 STD204 Multi Keyboard Standard.abt™: OE
< >

4. Using “Create Image” for compiling a new firmware image and “Program Image” button for loading it on the reader, the
process of configuration is finished. The reader now supports “KleverKey” Android and iOS Apps.

¥ Configurable Project - O x
a Save @’:’ Create Image é Program Image ’ Settings
Action kems Transponder Types
i Application Template Add Tranaponder Type
i~ Transpondsr Types .
I Prefn/Fae Delimiter/Sufix e E=
: - Al Apple (VAS)
|-~ Behavior/Signaling Al LF (125kH2/134 2kHz) (Google Pay Smart Tap
-~ Options All HF {13.56MHz) Safetrust
i Security 150144434
L Version | 150144438
" Infomation 15015693 Mobile Badge BLE NFC (Mode NFC)
MIFARE
LEGIC
HID
HCE (Host Card Emulation)
BLE (Bluatooth Low
Add
Active Transponder Types
Seanch Order:
Remove
Messages
Connecting... OF -
Bootloader: VL.02 (TWN4 Nano)
Firmware before programming: TWN4 Nano, V4.05, CDC
Checksum of image: O
Check compatibility: OK
Programming Firsware: O
Programming App: OF
Firmware after programming: TWN4 Wano, V4.05, Keyboard
Restarting: OF
Done .
... |
< >

5. An administrator or user has to add permission for lock/reader to the user account, using LockID and LockPIN provided by
AppBlaster after successful reader’s registration with the KleverKey server. The process of adding permissions to an account

can be done using KleverKey portal or KleverKey smartphone App. More information is available on the “Grant permission”
video.
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Safetrust

Function

The Safetrust Wallet for iOS and Android holds your secure virtual identity, providing touchless access to your premises, resources
and more. With end-to-end encryption and ultra-fast access, Safetrust provides a modern, secure way to give employees, tenants and
visitors streamlined authentication for secure print, desktop logon, secure office access, parking garages, turnstiles and more.

TWN4 Configuration

The first step in configuring “TWN4 MultiTech BLE” readers to support “Safetrust” credentials is to confirm the BLE Module on the
reader is running the appropriate firmware. The latest version sabre-ble-bgm113-app-262.gbl (SABRE 1.52.262) is included in all

Elatec DevPacks 4.02 or later.

To program the BLE Module firmware and configure the reader to support “Safetrust’, one can follow the steps below.

1. Open AppBlaster and under “Tools”

select “Setup TWN4 for Safetrust”

Project

§ AppBlaster v4.05.04 -~ X

Tools |

Manage TWN4 Device Security

Program Firmware of BLE Module

Setup TWN for Safetrust

Setup TWN4 for KleverKey

Setup TWN4 for Mobile Badge BLE NFC

Configurable
Project

Source Code =
Project
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2. The current firmware running on the BLE Module will be checked in the process and the module will be reprogramed only if
the firmware doesn’t match the selected setup. The AppBlaster messages window will display the current firmware for the
verification. In case reprogramming is necessary, the process may take up to 1 minute.

J Setup TWNA for Safetrust - m] X

’ Settings

Setup TWN4
Please follow these steps:

(1) Connect TWN4 to this PC

(2) Setup proper host interface (USB or RS5232) via the dialog "Settings™

(3) Ensure, that CDC drivers for TWN4 are installed.

(4) Click button "Start™

(5) AppBlasteris installing appropriate BLE fimware for operation of Safetrust.

Please note:
Once process has been completed successfully, a configuration must be created
for the specific application.
Start
Messages
Checksum of image: OK -~

Check compatibility: OK

Programming Firmware: OK

Programming App: OK

Searching device: OK

Establishing connection: OK

Contacting module: OK

Current BLE firmware: BT1.07KK

Programming BLE firmware: OK

BLE firmware after programming: SABRE.1.52.2€2

Process was finished successfulli.

v
< >

3. Return to the main AppBlaster window and start a new project with “Configurable Project” button. Under Transponder Types
-> Solutions select “Safetrust”

J Configurable Project - [m] x
o
u Save .@-" Create Image é Program Image ’ Settings
Action kems Transponder Types
i+ Fpplication Template Add Transponder Type
i Transpondsr Types .
¢ Prefoc/Field Deimer/Suffix :;'I' L T:Q s
i~ Behavior/Signaling A LF (125cHz/134 2cHz) ﬁ Pi Smart Ti
-~ Options All HF (13.56MHz)
i Security 150144434 HeverKey
L Versian Infamation 150144438 Mabile Badge BLE NFC (Mode BLE)
15015653 Mobile Badge BLE NFC (Mode NFC)
MIFARE
LEGIC
HID
HCE (Hest Card Emulation)
BLE (Bluetooth Low
Add
Active Transponder Types
Search Order:
Remave
Messages
Searching for available templates:
File "TWN4_NCxd05_0SDP120_NWano_CDC_OSDP.abt™: OK
File "TWN4_xCxd05_STD204_Multi_ CDC_Standard.abt™: OF
File "IWH4 xFx40E STD204 Hulti Feyboard Standard.abt™: O
< ¥
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4. Using “Create Image” for compiling a new firmware image and “Program Image” button for loading it on the reader, the
process of configuration is finished. The reader now supports “Safetrust” Android and iOS Apps.

J Configurable Project - a X
G Save ﬁé“"" Create Image é Program Image ’ Settings
Action tems Transponder Types
i Application Template Add Transponder Type
i Transpondar Types .
L. Prefo/Feld Deimiter/Suffx :;ll'““' T::k e
- Behavior/Signaling All LF (125Hz/134 2cHz) Pay Smart T
-~ Options All HF (13 56MHz)
i+ Security 150144434 Keverkey
L Version Infomnation 150144438 Mobde Badge BLE NFC (Mode BLE)
15015693 Mobde Badge BLE NFC (Mode NFC)
MIFARE
LEGIC
HID
HCE (Host Card Emulation)
BLE (Bluetocth Low
Add
Active Transponder Types
Remave
Meszages
Connecting... OK ~
Bootloader: V1.028 (TWH4 Hano)
Firmware befors programming: TWN4 Mans, V405, CDC
Checksum of image: OH
Check compatibility: O
Frogramming Firsware: OE
Programming App: OK
Firmware after programming: TWN4 Mano, V4.05, Keyboard
Restarting: OK
Done .
- ______________________________________________
< >
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Apple VAS

Function

Apple Wallet is a mobile app included with the iOS operating system that allows users to store wallet passes. Devices wirelessly
communicate with TWN4 reader using near field communication (NFC). Elatec can generate the VAS passes for the users, but 3r
party passes are supported as well. Type identifier needs to be specified in the configuration of the reader.

TWN4 Configuration

To configure the reader to support Apple VAS, one can follow the steps below. Please note that in the following steps reader is being

configured to support Apple VAS passes generated by Elatec. In case you want to use 31 party passes, please contact Elatec support
(support-rfid@elatec.com).

1. Open AppBlaster and start a new project with “Configurable Project” button. Under Transponder Types -> Solutions select

“Apple (VAS)”
J Configurable Project — m} X
u Save ig"‘,""' Create Image é Program Image l‘ Settings
Action ftems Transponder Types
- Application Template Add Transponder Type
i Transponder Types Category: Tvoe
‘.- Prefix/Field Delimiter/Suffix A L “.’ e (VAS)
-~ Behavior/Signaling All LF (125 Hz/134 2Hz) Google Pay Smart Tap
i Options Al HF (13.56MHz) Safetrust
i Security 150144434 KleverKey
L Versi 150144438 LEGIC Connect
Version Infomation 15015693 Mobie Badge BLE NFC (Mode BLE)
MIFARE Mobile Badge BLE NFC (Mode NFC)
LEGIC
HID
HCE (Host Card Emulation)
BLE (Bluetooth Low Enﬁi
Add
Active Transponder Types
Search Order:
Remove
Messages
Searching for available templates:
File "TWN4_NCx405_OSDP120_Nano_CDC_OSDP.abt": OK
File "TWN4_xCx405_STD204_Multi_CDC_Standard.abt": OK
File "TWN4 xKEx405 STD204 Multi Keyboard Standard.abt™: OK
< >
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2. Under Transponder Types -> Apple (VAS) (UID, any length) -> Data Source/Bit Count, Type identifier needs to be entered.
If you are using Apple VAS passes created by Elatec, Elatec Values button can be used.

' Configurable Project

u Save @“"" Create Image é Program Image , Settings

Action fkems Data Source / Bit Count
- Application Template
(=} Transponder Types
= Apple (VAS) (UID. any length)
- Data Source / Bit Count
~- Bit Manipulation
-~ Qutput Format
- Prefix/Field Delimiter/Suffix
- Behavior/Signalling
- Options
. Security
- Viersion Information

Type Identfier: || .

Blatec Values

Messages

Searching for available templates:

File "TWN4_NCx405_OSDP120_Nano_CDC_OSDP.abt": OK

File "TWN4_xCxz405_STD204_Multi_CDC_Standard.abt™: OK

File "TWN4 xEx405 STD204 Multi Keyboard Standard.abt": OK

3. Using “Create Image” for compiling a new firmware image and “Program Image” button for loading it on the reader, the
process of configuration is finished. The reader now supports Apple VAS passes created by Elatec.

' Configurable Project

u Save @"‘L Create Image éProgmmlmage , Settings

Action ftems Data Source / Bit Count
+ Application Template
[=- Transponder Types
i - Apple (VAS) (UID, any length)
: i Data Source / Bit Count
- Bit Manipulation
: - Output Format
-~ Prefix/Field Delimiter/Suffix
- Behavior/Signaling
- Options
e Security
. Version Information

Type Identifier: |pass.com elatec mobilebadge.20 ~

Messages

Connecting.... OK

Bootloader: V1.21 (TWN4 Nano)

Firmware before programming: TWN4 Nano, V4.05, Keyboard
Checksum of image: OK

Check compatibility: OK

Programming Firmware: OK

Programming App: OK

Firmware after programming: TWN4 Nano, V4.05, Keyboard
Restarting: OK

Done .

<
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Google Pay Smart Tap

Function

Google Pay's Smart Tap technology lets users use any pass they've saved to Google Pay. They simply hold their phone to TWN4
reader to redeem their pass. Google Pay uses near-field communication (NFC) for a Smart Tap transaction. Inside the Smart Tap

NFC transaction, the service provider is identified by its Collector ID which is 4 bytes long number. The Collector ID needs to be
specified in the TWN4 reader configuration.

TWN4 Configuration

To configure the reader to support Google Pay Smart Tap, one can follow the steps below. Please note that in the following steps

reader is being configured to support Google Pay passes generated by Elatec. In case you want to use 31 party passes, please contact
Elatec support (support-rfid@elatec.com).

1. Open AppBlaster and start a new project with “Configurable Project” button. Under Transponder Types -> Solutions select
“Google Pay Smart Tap”
) Configurable Project - O x
u Save @"‘".‘:' Create Image é Program Image j’ Settings
Action tems Transponder Types
; Application Template Add Transponder Type
- Transponder Types Categony: Type:
- Prefix/Field Delimiter/Suffoc - bt
-~ Behav P
Behavior/Signaling All LF (125Hz/134.2ZHz) Google Pay Smart Ta
i Al HF (13.56MHz) Safetrust
; i 150144434 KeverKey
.- Viersi 150144438 LEGIC Connect
Version Ifomation 15015693 Mabie Badge BLE NFC (Mode BLE)
MIFARE Mabile Badge BLE NFC (Mode NFC)
LEGIC
HID
HCE (Host Card Emulation)
BLE aﬁuelooth Low Enﬁi
Add
Active Transponder Types
Search Order:
Remove
Messages
Searching for available templates:
File "TWN4_NCx405_OSDP120_Nano_CDC_OSDP.abt": OK
File "TWN4_xCxz405_STD204_Multi_CDC_Standard.abt": OK
File "TWN4 xKx405 STD204 Multi Keyboard Standard.abt": OK
< >
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2. Under Transponder Types -> Google Pay Smart Tap (UID, any length) -> Data Source/Bit, Collection ID needs to be
entered. If you are using Google passes created by Elatec, Elatec Values button can be used. There is also possibility to

enter Private Key.

J Configurable Project - O X
u Save @.":‘ Create Image é Program Image ’ Settings
Action ltems Data Source / Bit Count
Application Template
[=)- Transponder Types
[=- Google Pay Smart Tap (1D, any lengt|
Data Source / Bit Count
Bit Manipulation
- Qutput Format
- Prefix/Field Delimiter/Suffix )
Behavior/Signaling ID Bit Count: | Any W
- Options
- Security
Version Information
Callection ID: | | @ecimal number)
Private Key: | | (32 hex bytes)
Batec Values
< >
Messages
Searching for available templates:
File "TWN4_NCx405_OSDP120_Nano_CDC_OSDP.abt": OK
File "TWN4_xCx405_STD204_Multi_CDC_Standard.abt™: OK
File "TWN4 xKx405 STD204 Multi Keyboard Standard.abt": OK
< >

3. Using “Create Image” for compiling a new firmware image and “Program Image” button for loading it on the reader, the
process of configuration is finished. The reader now supports Google Pay Smart Tap passes created by Elatec.

J Configurable Project - O X

u Save @‘,“"" Create Image é Program Image j‘ Settings

Action ftems Data Source / Bit Court

- Application Template
=) Transponder Types

[z Google Pay Smart Tap (ID. any lengt|
- Data Source / Bit Count
- Bt Manipulation
“.- Output Format

Prefix/Field Delimiter/Suffix )

Behavior/Signaling 1D Bt Count: | Any ~

Options

Security

Version Information

Collection ID: |37444510 v‘ (decimal number)
Private Key: | ‘ (32 hex bytes)

< >

Messages

Connecting... OK
Bootloader: V1.2l (TWN4 Nano)

Firmware before programming: TWN4 Nano, V4.0S, Keyboard
Checksum of image: CK

Check compatibility: OK

Programming Firmware: OK

Programming App: OK

Firmware after programming: TWN4 Nano, V4.05, Keyboard
Restarting: OK

Done .

<
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